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	Security protection for SO-SNPN/PNI-NPN credentials provisioned via user plane needs to be specified.
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	Added a subclause under Annex I for protection of credentials provisioned via user plane.
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I.x	Protection of credentials provisioned via user plane 
When SO-SNPN/PNI-NPN credentials are provisioned via user plane, they shall be protected using the mechanisms for UP security as described in clause 6.6, and the UP security policies shall be set to "REQUIRED" for both ciphering and integrity protection.
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